Załącznik nr 1 do umowy powierzenia przetwarzania danych osobowych

…………………………………………………

*(imię i nazwisko)*

…………………………………………………

*(nr i seria dowodu)*

**O Ś W I A D C Z E N I E**

Ja, niżej podpisana(y), potwierdzając zgodność moich danych osobowych ze stanem faktycznym, oświadczam, że zapoznała(e)m się z przepisami dotyczącymi przetwarzania i ochrony danych osobowych, umową na przetwarzanie danych osobowych oraz zobowiązuję się do ich przestrzegania.

Powyższe dotyczy:

1. Ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobowych (tekst jednolity Dz.U. z 2014r. poz. 1182 z późn. zm.),
2. Rozporządzenia Ministra Spraw Wewnętrznych i Administracji z dnia 29 kwietnia 2004 r. w spra­wie dokumentacji przetwarzania danych osobowych oraz warunków technicznych i organizacyjnych, jakim powinny odpowiadać urządzenia i systemy informatyczne, służące do przetwarzania danych osobowych (Dz.U. z 2004 r. Nr 100, poz. 1024),
3. Umowy nr …………..na przetwarzanie danych osobowych zawartej w dniu ……………..…   
   pomiędzy **Miastem Opole** a ………………………………………………….

Jednocześnie oświadczam. że:

1. zostałem pouczony, iż dane osobowe przetwarzane w systemie informatycznym Miasta Opole/Urzędu Miasta Opole podlegają ustawowej ochronie prawnej (pouczenie poniżej 1)
2. zobowiązuję się do ochrony wszelkich informacji pozyskanych w trakcie wykonywania czynności służbowych związanych z ………………………………. (dotyczy to również pracy zdalnej) pod rygorem odpowiedzialności cywilnej i karnej.
3. zobowiązuję się nie ujawniania informacji objętych ochroną prawną (danych osobowych, informacji niejawnych, itp.), nie ujawniania informacji o charakterze technicznym, technologicznym, organizacyjnym.
4. zapewnię ochronę danym osobowym przetwarzanym zgodnie z ww. przepisami oraz umową, a w szczególności zabezpieczę je przed dostępem osób nieupoważnionych, zabraniem, uszkodzeniem oraz nieuzasadnioną modyfikacją lub zniszczeniem
5. zachowam w tajemnicy, także po ustaniu stosunku pracy lub kontraktu, wszelkie informacje dotyczące przetwarzania oraz sposobów zabezpieczania danych osobowych dotyczące umowy nr ………………….. z dnia ….…………………….. .
6. zgłoszę pisemnie przełożonemu lub osobie wskazanej w kontrakcie jako osoba upoważniona, jakąkolwiek prośbę lub fakt naruszenia ochrony lub bezpieczeństwa systemu informatycznego, w którym przetwarzane są dane osobowe – jednocześnie informację taką pisemnie przekażę do Administratora Bezpieczeństwa Informacji w Urzędzie Miasta Opola.

……………….….………………………………..

(podpis osoby ubiegającej się o dostęp)

…………………., dnia …………………....…

*Oświadczenie wypełnia osoba, która wykonując swoje obowiązki musi posiadać dostęp do danych osobowych. Oświadczenie jest zgodne z art. 39 ust. 2 ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobowych (tekst jednolity Dz.U. z 2014r. poz. 1182)*

1) *Pouczenie o odpowiedzialności karnej:*

*Ustawa z dnia 29 sierpnia 1997 r. o ochronie danych osobowych:*

*Art. 49. 1. Kto przetwarza w zbiorze dane osobowe, choć ich przetwarzanie nie jest dopuszczalne albo do których przetwarzania nie jest uprawniony, podlega grzywnie, karze ograniczenia wolności albo pozbawienia wolności do lat 2.*

*Art. 52. Kto administrując danymi narusza choćby nieumyślnie obowiązek zabezpieczenia ich przed zabraniem przez osobę nieuprawnioną, uszkodzeniem lub zniszczeniem, podlega grzywnie, karze ograniczenia wolności albo pozbawienia wolności do roku.*

*Kodeks karny:*

*Art. 265. § 1.Kto ujawnia lub wbrew przepisom ustawy wykorzystuje informacje niejawne o klauzuli "tajne" lub "ściśle tajne", podlega karze pozbawienia wolności od 3 miesięcy do lat 5.*

*Art. 266. § 1. Kto, wbrew przepisom ustawy lub przyjętemu na siebie zobowiązaniu, ujawnia lub wykorzystuje informację, z którą zapoznał się w związku z pełnioną funkcją, wykonywaną pracą, działalnością publiczną, społeczną, gospodarczą lub naukową, podlega grzywnie, karze ograniczenia wolności albo pozbawienia wolności do lat 2.*

*Art. 267.**§1. Kto bez uprawnienia uzyskuje dostęp do informacji dla niego nieprzeznaczonej, otwierając zamknięte pismo, podłączając się do sieci telekomunikacyjnej lub przełamując albo omijając elektroniczne, magnetyczne, informatyczne lub inne szczególne jej zabezpieczenie, podlega grzywnie, karze ograniczenia wolności albo pozbawienia wolności do lat 2.*

*§ 2. Tej samej karze podlega, kto bez uprawnienia uzyskuje dostęp do całości lub części systemu informatycznego.*

*§ 3. Tej samej karze podlega, kto w celu uzyskania informacji, do której nie jest uprawniony, zakłada lub posługuje się urządzeniem podsłuchowym, wizualnym albo innym urządzeniem lub oprogramowaniem.*

*§ 4. Tej samej karze podlega, kto informację uzyskaną w sposób określony w § 1-3 ujawnia innej osobie.*

*Art. 268. § 1. Kto, nie będąc do tego uprawnionym, niszczy, uszkadza, usuwa lub zmienia zapis istotnej informacji albo w inny sposób udaremnia lub znacznie utrudnia osobie uprawnionej zapoznanie się z nią, podlega grzywnie, karze ograniczenia wolności albo pozbawienia wolności do lat 2.*

*§ 2.  Jeżeli czyn określony w § 1 dotyczy zapisu na informatycznym nośniku danych, sprawca podlega karze pozbawienia wolności do lat 3.*

*§ 3. Kto, dopuszczając się czynu określonego w § 1 lub 2, wyrządza znaczną szkodę majątkową, podlega karze pozbawienia wolności od 3 miesięcy do lat 5.*

*Art. 268a.  § 1. Kto, nie będąc do tego uprawnionym, niszczy, uszkadza, usuwa, zmienia lub utrudnia dostęp do danych informatycznych albo w istotnym stopniu zakłóca lub uniemożliwia automatyczne przetwarzanie, gromadzenie lub przekazywanie takich danych, podlega karze pozbawienia wolności do lat 3.*

*Art. 269a.  Kto, nie będąc do tego uprawnionym, przez transmisję, zniszczenie, usunięcie, uszkodzenie, utrudnienie dostępu lub zmianę danych informatycznych, w istotnym stopniu zakłóca pracę systemu komputerowego lub sieci teleinformatycznej, podlega karze pozbawienia wolności od 3 miesięcy do lat 5.*